In discussing vulnerabilities of medical devices to cyber-attacks, it is observed that health care facilities have not shown enough preparation to deal with the security threats and issues that face medical devices. The increase in reliance on information technology in the medical sector requires heightened cyber security protection measures (Argaw et al 2020, pg. 2). However, the health sector has suffered from inadequate resources, thus failing to effectively secure their devices against cyber-attacks. The mannequins primarily susceptible to attacks are protocol and network security. In an article by (Glisson et al 2015, pg. 4), there is a case where the security of the medical devices was compromised through brute force attack on the router and denial of services attack on the network protocol. The training facility information was also attacked, posing a significant risk of the medics' incorrect analysis of patient data. This can have tragic effects such as death resulting from wrong diagnosis and treatment.

The outlined security threats and issues can be overcome by encrypting medical devices to improve their performance and longevity. This involves analysing encrypted traffic on medical devices to ensure the capability to identify attacks and imploring mitigation techniques (Baldini et al. 2020, pg. 1). Medical mannequins' attacks are preventable through various measures. First, regular updates of the antivirus software should be conducted to ensure its up-to-date and capable of identifying and preventing viruses and malware that may potentially attack the systems. Firewalls should be installed to obstruct attacks from Denial of Services. Another preventive measure from cyber-attacks is to employ virtual patching applications to identify any ill traffic before reaching the vulnerable devices. Lastly, there is a need to regularly conduct cybersecurity training among healthcare workers to ensure they remain vigilant and do not recklessly expose the medical devices to attacks.
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